	
USER ACCESS REQUEST FORM


ISD Security MD2800
-A Modified Form WILL NOT Be Accepted-
Effective Date    /   /___    

	All Add requests must be accompanied by a completed User Affirmation Statement (Form 02-002F)

	I.   Security Access Requirements:
     Security Action:            FORMCHECKBOX 
     Add                                 FORMCHECKBOX 
     Change                       FORMCHECKBOX 
     Delete

     System Access:           FORMCHECKBOX 
     Mainframe/PMMIS          FORMCHECKBOX 
     Network/XP                FORMCHECKBOX 
     Other: ____________

	II.  Mainframe Access Requirements:
                                                              ****** Long Term Care ******
     OPID            Group #            Printer            Worker-ID           Type             Site            Group Owner's Signature:
        __               ___               ___                  _____              __             __        x________________________
     E/C Adj Lvl: L=___________       AND/OR   Health Plan ID(s):  ___________________________________
     Claims Administrator Signature:     x________________________________________________________ 
     Mainframe/PMMIS User ID:        _____         _____                   Last 4 numbers of SSN: _______________

                                                                                                                                                    (for all new mainframe users)

	III. Network Access Requirements: (AHCCCS Employees Only)
 Protected Directory Path: ______________________  Read  FORMCHECKBOX 
  Write  FORMCHECKBOX 
  Owner: ______________________
 ACE    FORMCHECKBOX 
   Group Name(s): ____________________________________  Owner: ______________________

         ACE Prod     FORMCHECKBOX 
      ACE Test     FORMCHECKBOX 
      ACE DEV    FORMCHECKBOX 
      ACE Training    FORMCHECKBOX 
      ACE Conversion     FORMCHECKBOX 

 Fortis    FORMCHECKBOX 
   Group Name(s): ___________________________________   Owner: ______________________

 Health-e-Arizona:    FORMCHECKBOX 
 Kids/SSI Worker    FORMCHECKBOX 
 Kids/SSI Super    FORMCHECKBOX 
 Agency Liaison   Owner: ________________
 Cognos Universe: __________ Owner: _______________ Universe: __________ Owner: ________________
              Universe: __________ Owner: _______________ Universe: __________ Owner: ________________
              Universe: __________ Owner: _______________ Universe: __________ Owner: ________________
 Other Application(s): ___________________________________________  Owner: _____________________


	IV. User Information:

     Name: ____________________    ________________   _____   Users Network /iLinc ID: ______________
                              ( Last )                              ( First )              ( MI )
     Title:  __________________________  Phone:  __________  EIN: _________  PC Barcode: ___________
     Division:    ___________________   Dept: _____________________  Location:    ____________________                                                                                                                                                                                             Email: ____________________________ Employee  FORMCHECKBOX 
   Consultant  FORMCHECKBOX 
   Other _____________      VO  FORMCHECKBOX 

     Authorized By:     x__________________________________________           Date: _____/_____/______
     Title:   ______________________________________   MD:   __________       Phone: ________________


	V.  Security Administration:

     Received:                               Completed:                               Notified:                               By: ____________  



Instructions for User Access Request Form
Date:



Enter the effective date in format mm/dd/yy.


Section I, Security Access Requirements:
Security Action:


Check box(s) for action required. All three may be checked if multiple actions are to be made to multiple systems.

System Access:


Check box(s) for system to be accessed or changed. For Mainframe, complete sections II and IV. For Network, complete sections III and IV.  For Other, indicate which region(s) (PRODCICS/AFIS, CICSPROD/HRMS, etc) or systems to modify/Add, and complete section IV and any other related sections.





Note: Do not use this form for Oracle requests. Oracle forms can be found on the Infonet.


Section II, Mainframe Access Requirements:
OPID:



Leave blank. This line is used by ISD Security Administration.
Group#:



See the PMMIS naming standards for correct Group Number values.

     -Printer:


Leave blank unless defining a default PMMIS printer.

     -Worker ID:


If required, enter either the valid case number provided by the supervisor, or the users first and last initial and the last four digits of the user SSN.

     -Type:



If required, enter the correct two-digit Type code from the PMMIS Type Code Table.

     -Site:



If required, enter the correct three-digit Site code from the PMMIS Site Code Table.

Authorized by Group Owner:

Signature of new user's PMMIS group owner.

E/C Adjudication Level: 

If required, enter the valid two digit code (01-99)

Health Plan ID:


If required, enter the valid six digit Health Plan ID.

Claims Administrator Signature:
The Claims Administrator must sign here if Adjudication Code and/or Health Plan ID is assigned.

Mainframe User ID:


Will be entered by Security Administration if a new ID is being created.  If the logon is going to be Changed or Deleted, the requester should enter the user’s logon ID.


Section III, Network Access Requirements:
Directory Path(s):


Enter a valid path name that shows the location of the protected directory to be accessed. (I.e. \\STORE04\G-Drive\Share\Data1)

Protected Directory Owner Signature:
Signature of the Directory Owner authorized to grant access to the protected Directory. Call Security for information on Directory and Application Owners.

Applications: 


If needed, check box(s) for access required.
Application Owners Signature:
Signature of the Application Owner authorized to grant access to the protected Application. Call Security for information on Directory and Application Owners.

Application Group Name (ACE):
Enter required ACE group name. (DMS only)

Group Owners Signature (ACE):
This line is completed by the DMS Tech Service Center.

App Group/Dbase Name (Fortis):
This line is completed by the DMS Tech Service Center.

Group Owners Signature (Fortis):
This line is completed by the DMS Tech Service Center.
App Group/Owner Name (HEA):
This line is completed by the DMS Tech Service Center.

Owners Signature (Cognos):
This line is completed by the Cognos Data Warehouse universe owner. Call Security for owner information. 
Other Application(s):
DADITS, ECS, ERVS, HRTS, HEIS, PARIS, PATS, etc.
Users Network/iLinc ID:
If the logon ID is to be Changed or Deleted, the requester should enter the user’s logon ID.

Section IV, User Information Requirements:
User Information:


Enter Name, Title, PC barcode (barcode required for all deletes), EIN (EIN required for all AHCCCS employees), Division, Department, location, employee or consultant, and VO status of user.  For Network sign on ID’s, your middle initial is required.
Network/NT User ID:
Will be entered by Security Administration if a new ID is being created.  If the logon is going to be Changed or 
Deleted, the requester should enter the user’s logon ID.

Authorized By:


Signature, date, title, mail drop, and extension of Security Representative or Supervisor.


Section V, Security Administration:

Security Administration:

Security Administration section to be completed by the Security Administrator.
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